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Welcome to MCC Digital's statement on GDPR and Data Security.
This document should be read in conjunction with our main
Privacy Policy.

GDPR Principles we Operate by
Accountability: We are committed to the principles of the GDPR
by adopting the concept of 'data privacy by design' within our
operational model. We remain accountable by having detailed
policies and systems in place as well as a Data Protection Officer
to oversee our overall compliance to data protection regulations
including the management of access rights requests. Our policies
are regularly reviewed and updated, and our staff are periodically
trained on data protection and security throughout the year
Transparency, Fairness and Lawfulness: We process data with
data subjects' interests in mind and ensure that we approach
processing activities with transparency to maintain fairness in
what we do. This way we can be sure that we are processing
data lawfully. We have a robust process in place to allow us to
deal efficient with any access requests we may receive.

Data Integrity and Confidentiality: We hold data on secure
systems, and we are cyber essentials plus certified. We can
provide evidence of our certifications on request.

Information security and integrity is key to our smooth operation,
and we have dedicated cyber security team who protect our
systems. We also have an Incident Response Team on hand to
support us in the event data may become compromised.
Data Minimisation and Data Storage: We will not keep data for
longer than is necessary and only keep data if there is a lawful
basis which allows fair retention. When we do need to remove
data from our possession, we do so by using industry approved
standards So the disposal or anonymisation is thoroughly
complain.

Data Accuracy: Keeping data accurate is very important to us and
we train our staff to ensure they are maintaining data to a high
quality and with all the facts available.
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Purpose Limitation: We use the data we attain for a specific
purpose. This means that data is not processed for any
alternative reasons other than what the data was originally
collected for.

The tables below explain our stance on different operational
areas of our business, so that you can easily see the standards
we work by. If you have any further queries about any topics
raised in this document, please contact our Data Protection
Officer on GDPR@MCCDigital.com for further assistance and
clarity Physical Security of our sites.
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MCC Digital has a dedicated representative who can be
approached for any questions, comments and requests
regarding this privacy policy or our Data Privacy Management
System. Frequently asked questions about or GDPR compliance
can be accessed here. Our Data Protection officer welcomes
communication around our policies and practices and they can
be directly contacted on the details below, which are also publicly
available on the ICO register. You can also write to us at MCC 27-
31 Earle Street Newton-le- Willows Merseyside WA12 9LW. GDPR
Oversight Team: GDPR@mccdigital.com Data Protection Officer:
m.ffleming@mccdigital.com If you’re not satisfied with our
response, or believe we’re not processing your personal data in
accordance with the law, you can approach the UK regulator or
further guidance at www.ico.org.uk/concerns
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